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Log Into Tripwire 

Log into the Tripwire vulnerability scanning report server at https://ncircle.ouhsc.edu/sih/index.plx  using your OUHSC 

User-ID and password, choose “OUHSC-AD” as the “Auth” type. 

 

 

Report Template Selection 
 

 
 

 
[Back To Top] 

o Vulnerability Inventory: Risk Matrix > an enumeration 

of current Risk.  

 Goal is to maintain a Host Score below 1000 at 
all times.  

o Host Inventory: list of hosts (filters can be added) 

including: 

 IP Address 

 NetBIOS Name (Computer Name) 

 Host Score 

o  

Select the IP360 menu 

 

https://ncircle.ouhsc.edu/sih/index.plx


 

 
 
 
 
 
 
 
 
 

 
Choose Asset Group 
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 Expand or choose your 

asset group. 

 Double click your group 

to move to Selected 

column 

A variety of filters are available 

Click Apply to run the report 



 

Vulnerability Inventory: Risk Matrix
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This is the Highest 

Risk area. Focus on 

Highest Risk Hosts 

first.  

These numbers 

are hyperlinks and 

will drill down into 

the affected Hosts 

 

Report is sorted 

by Host Score 

(highest risk at 

the top) 

DNS Name is a hyperlink to 

drill down into the 

vulnerabilities affecting this 

host 



 

Host Listing 

 
 

Host Detail 

 
 

Vulnerability CVE/ Remediation 
Vulnerability details, affected versions, and Remediation (including links to Remediation update or hotfix). Perform 
the listed actions for remediation. 
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Columns are 

sortable by 

clicking on the 

column header 
Click the hyperlink 

DNS Name to view the 

host details, including 

the Vulnerability 

Details 

Save/Schedule Report… 

This will store your favorite 

reports in My Reports on 

the main menu list 

Vulnerability Details 

– Each detail has a 

magnify glass to view 

available Remedies 

for each Vulnerability 

Remediation list 

Affected Versions 

Description of 

vulnerability 



 

 

Edit Report Parameters/Filtering Reports 
Reports are filterable by many variables. This example will show how to filter by computer name within the specified 
asset group.  

 

 

 
** After adding computer names, you select Apply to run the report. 

** Save/Schedule Report: make sure to save your report with a unique descriptive name so you don’t have to add filters 

again.  
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Select  

Report Parameters… 

Host Filters 

tab 

Select NetBIOS Name (to 

filter by computer name) 

Type the computer name 

and click Add for each 

computer name you wish 

to filter by.. 


